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Abstract - Wireless Fidelity (WiFi) signals 
experience propagation through air and material 
in a building. This propagation causes signal 
decreasing signal strength. This study aims to 
determine materials in buildings that cause 
significant signal strength loss so in the future 
building design could factor in signal strength by 
using material that doesn’t affect signal strength 
significantly. The testing of signal strength will 
be done by observing signal strength through 
different materials. Signal strength will be 
recorded by using a mobile app. Materials that 
majorly decrease signal strength are plastics, 
with the least affecting materials are hollow 
plywood wall. The use of plastics in a building 
affects significantly on signal loss and should be 
replaced if possible with hollow plywood walls.

Keywords:  WiFi; Signal; Strength; Propagation; 
Material

I. INTRODUCTION

At the present time, almost all people in the world are 
using the internet. One way to access the internet network 
is through wireless signal technology such as Wireless 
Local Area Network (WLAN) or Wireless Fidelity (WiFi) 
(Suherman, S., et al., 2018).

The popularity of WiFi technology continues to 
increase considering the ease with which this technology is 
installed and utilized in everyday life. WiFi is a technology 
that utilizes electronic devices using radio signal waves 
with a specific strength based on the strength generated 
from the device (Henry, P., et al., 2017). With WiFi, humans 

can connect via the internet network without needing any 
cables. WiFi quality is often measured by its speed which 
we can measure from the strength of WiFi (Dhere, P., et al., 
2018). Apart from speed, WiFi signal strength also affects 
the WiFi penetration rate. For example, 2.4GHz and 5GHz 
WiFi, where the penetration rate of 2.4GHz WiFi signal is 
higher than 5GHz (Own, C. M., et al., 2019).

Apart from allowing wireless connections to the 
internet, WiFi can also be used for other functions to 
facilitate human work or provide people with information 
that they cannot get from their senses. From day to day, 
researchers continue to develop models or algorithms that 
utilize WiFi signals in their use, such as (1) a model that 
can detect the type of human activity, track whether there 
is movement in a room, and count the number of people 
in a room (Depatla, S., & Mostofi, Y., 2017; Damodaran, 
N., et al., 2018 ), (2) a model developed to detect human 
movement behind a wall (Gu, Y., Ren, F., & Li, J., 2016; M. 
UmaMaheswarara, M., & Kadaru, B. B., 2017), (3) a model 
to estimate a person’s distance from a WiFi centre (van 
Engelen, J. E., et al., 2019), (4) a model to predict where 
the ideal location of a WiFi router is placed in a building so 
that it can reach the entire area with a maximum potential 
(Suherman, S., et al., 2018; Mathisen, A., et al., 2016), (5) 
models to detect dangerous objects in a suitcase without 
having to open the suitcase itself (Wang, C., et al., 2018). 
In the future, we can enjoy the improved versions of models 
in our daily lives.

WiFi is one technology that is often used in Smart 
Home; the housing mechanism that will be more common 
in the future (Katre, S. R., & Rojatkar, D. V., et al., 2017). 
One of the implementations of WiFi in a Smart Home is the 
Internet of Things (IoT), which is when equipment in the 
home is connected wirelessly to one another via the internet. 
However, the equipment may be located in different rooms 
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or far away. This can cause problems in catching the WiFi 
signal used as an intermediary for communication between 
the equipment. The signal that has to pass through the 
barrier before reaching its destination can become weaker 
than its original strength (van Engelen, J. E., et al., 2019). 
Even so, most of the problems that arise from a weak signal 
to an IoT device are simply that the device does not detect 
the signal. However, more complex problems can occur in 
various WiFi technology-based models that prioritize the 
accuracy of the captured WiFi signal strength to improve 
its performance. Problems that arise when these models 
incorrectly capture the strength of the WiFi signal can be 
in the form of excessive energy expenditure because they 
mistakenly think the signal comes from a farther location 
(Suherman, S., et al., 2018).

We can do several ways to increase the strength 
of the WiFi signal, one of which is to use an aluminium 
reflector that is focused in one direction (Gorade, S., et al., 
2018). But it is also good if we avoid factors that can reduce 
the strength of WiFi signals, such as (1) human activity 
(Damodaran, N., et al., 2020; Thewan, T., et al, 2019), (2) 
electromagnetic waves (Valadares, D. C., et al., 2020), (3) 
magnetic fields (Wu, Y., et al., 2019), (4) distance between 
signal transmitter and receiver (Brinkhoff, J. & Hornbuckle, 
J., 2018; Zhang, S., et al., 2018), (5) water (Mei, X. et al., 
2020). (6) Obstacles such as walls, floors, ceilings, doors, 
or windows (Suherman, S., 2018; Suherman, S., et al., 
2018; Din, Z. U., & Bernold, L. E., 2017; Lee, H., et al., 
2019; Mathisen, A., et al., 2016; Rath, H. K., et al., 2017; 
UmaMaheswara, M., & Kadaru, B. B., 2017).

In buildings, there are various types of building 
materials that are used such as walls, floors, ceilings, doors 
and windows. Each type of building material has a different 
effect on WiFi signal propagation (Dhere, P., et al., 2018; 
Golubeva, T., et al., 2018; Lee, H., et al., 2019). Several 
researchers are also aware of this and have conducted studies 
to examine the impact of different building materials on the 
propagation rate of WiFi signals and other electromagnetic 
waves, such as a researcher who compares the strength of 
radio signals before and after passing through a wall or 
floor of a building (Din, Z. U., & Bernold, L. E., 2017; 
Suherman, S., et al., 2018), or a researcher who tries to 
compare several building materials to find which material is 
the strongest to reflect electromagnetic waves (Pavlík, M., 
2019). The impact of building materials on the reduction of 
WiFi propagation needs to be considered since designing 
buildings, especially buildings that want to apply models 
mentioned before (Lee, H., et al., 2019). 

This study aims to determine the impact of certain 
building materials on the WiFi signal propagation by 
comparing the strength captured without anything blocking 
with the strength captured after being given a barrier in the 
form of building materials. This research is conducted to 
test other materials that have not been tested or materials 
that have been tested but added with new environmental 
conditions.

Given the use of WiFi to implement Smart Homes, 
which will be increasingly popular in the future, this 
research is expected to improve WiFi performance in Smart 

Homes in the future. This study can be used to design 
buildings with good propagation signals or to design rooms 
that are free from outside signals that can interfere with 
inside signals. Thus, WiFi signal detection by IoT devices 
and WiFi coverage in buildings can be increased.

II. METHODS

This research was conducted using the WiFi Monitor 
application, an android application developed by Alexander 
Kozyukov and can be downloaded for free through the 
Google Play Store. This application is a tool that can analyze 
the status of the WiFi network caught by the detection 
device, in this case, the author’s smartphone, and display 
data about the WiFi. These data are in the form of:

• name (SSID) and identifier (BSSID)

• router manufacturer

• connection speed

• received signal strength indication (RSSI)

• frequency

• channel width

• latency info (ping)

• hotspot security options

• MAC address and IP address of smartphone

• subnet mask, default gateway and DNS address.

From the data provided by the application above, 
this study will only take data of frequency and RSSI from 
one WiFi that is the target signal source.

2.1 Datasets
There will be two types of data collected whenever 

testing a material: (1) initial data (InD): data collected 
before the material is placed as a barrier between the 
WiFi source and the smartphone; (2) final data (FiD): data 
collected after the material is placed as a barrier between 
the WiFi source and the smartphone. This method is 
used because the materials to be tested cannot be moved 
easily by the author and must be tested directly where the 
materials are placed. This results in the distance between 
the WiFi source and the smartphone will also vary in each 
measurement. Unfortunately, the difference in distance can 
affect the WiFi signal strength (SS), so it can interfere with 
the study’s accuracy. Therefore, the authors will repeat the 
InD measurement at the same distance when measuring 
FiD each time measuring each tested material to ensure the 
determination of the distance variable and the accuracy of 
the WiFi SS change, which is only affected by the tested 
material.

Changes in WiFi SS will be displayed in a 
percentage reduction or increase in WiFi signal strength. 
This method was chosen considering that the WiFi SS in 
each InD will be different due to different distances when 
taking measurements. By displaying it as a percentage of 
subtraction or addition, the focus of data presentation will 
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not be obscured by differences in WiFi SS that are affected 
by distance.

Parameters recorded for each tested material, both 
in InD and FiD, consist of data_type, material_name, 
material_width, frequency, channel_width, min_SS, max_
SS, avg_SS.

The materials that will be used as a barrier to the 
WiFi signal and investigated in this study are concrete floors 
15 cm thick, wooden doors 3 cm , hollow plywood walls 7 
cm, wooden boards 1 cm, and plastic 0.5 cm.

2.2 Data Collecting
First, the WiFi Monitor application is activated to 

detect the WiFi that is the research target. Second, after 
detecting the target WiFi, place the smartphone in a stable 
and quiet place without any dynamic objects moving around 
to avoid unwanted interference to the WiFi signal strength. 
Third, wait for one minute without the slightest movement 
on the smartphone or objects between the smartphone and 
the WiFi source. During this one minute, the researcher will 
record the weakest signal strength and the strongest signal 
strength of the target WiFi captured by the smartphone. 
Fourth, add researched materials as a barrier between the 
WiFi source and the smartphone. It should be noted that the 
distance between WiFi and smartphone should not change 
to ensure the accuracy of the data. Fifth, repeat the third step 
in conditions with an obstacle between the WiFi source and 
the smartphone. These five stages will be repeated for each 
material to be tested.

2.3 Data Processing
The data collected will then be processed to calculate 

the percentage change in WiFi signal strength before and 
after being blocked by certain materials. The formula that 
will be used for this calculation is as follows.

The unfortunate thing about the dataset that is 
reachable to the author  is the difference in thickness of each 
material. Therefore, we will look for the percentage change 
per cm to compare the effect of each material of the same 
thickness on the WiFi signal strength. The formula that will 
be used for this calculation is as follows.

III. RESULTS AND DISCUSSION

WiFi Monitor has a single display that displays 
changes in WiFi signal strength per second in the form of 
a line chart. When the line on the chart looks stable, the 
display will then be screenshotted. From the screenshot, 
the weakest and strongest WiFi signal strength achieved in 
the current state will be recorded as min_SS and max_SS. 
avg_SS will then be calculated by averaging the min_SS 
and max_SS values. Data for InD and FiD collected from 
each material can be seen in table 1.

Tabel 1: WiFi data over different materials

data_ 
type

material_
name

Material 
_width 
(cm)

frequency 
(Ghz)

min_ 
SS 

(dBm)

max_ 
SS 

(dBm)

avg_ 
SS 

(dBm)

InD Concrete 
Floor 15 2.4 -55 -48 -51,5

FiD Concrete 
Floor 15 2.4 -70 -65 -67.5

InD Wooden 
Door 3.4 2.4 -45 -43 -44

FiD Wooden 
Door 3.4 2.4 -51 -49 -50

InD
Hollow 

Plywood 
Wall

7 2.4 -37 -34 -35.5

FiD
Hollow 

Plywood 
Wall

7 2.4 -38 -35 -36.5

InD Wooden 
Plank 1.8 2.4 -36 -34 -35

FiD Wooden 
Plank 1.8 2.4 -39 -37 -38

InD Plastic 0.2 2.4 -33 -30 -31.5

FiD Plastic 0.2 2.4 -33 -31 -32

The percentage change in WiFi signal strength after 
passing through certain materials is calculated using the 
methodology chapter’s formula. Following that, the previous 
calculation results are then divided by the thickness of the 
material in cm to obtain the percentage change in WiFi 
signal strength after passing through a specific material 
as thick as 1 cm. The calculation results for each building 
material can be seen in table 2.

Tabel 2: Wifi signal strength change over different materials

materials_name change_
percentage

change_
percentage_per_cm

Concrete Floor -31.07% -2.07%

Wooden Door -13.64% -4.01%

Hollow Plywood Wall -2.82% -0.40%

Wooden Plank -8.57% -4.76%

Plastic -1.59% -7.94%

Figure 1 shows data visualization of change_
percentage ordered  by materials least effect signal strength.

Figure 1. Percentage of WiFi signal strength change over different 
materials
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Figure 2 shows data visualization of change_
percentage_per_cm ordered by material least effect the 
signal strength with the same thickness.

Figure 2. Percentage of WiFi signal strength change over 1 cm of 

different materials

Building materials have been proven to have 
a significant effect on signal strength. Many common 
building materials like wooden planks are dense and absorb 
more signal except for concrete floors, which contain steel 
that conducts signal as been tested in study by Suherman 
(Suherman, S., et al., 2018). Not only material type, 
thickness also affects signal strength. 

From the calculation of change_percentage, we 
get that concrete is the material that reduces WiFi signal 
strength the most, while plastic is the material that has the 
most minor effect on WiFi signal strength. However, this 
result cannot be accepted as the final result because the 
thickness of each material is different Hence why the author 
decided to divide all change by material’s width.

From the calculation of change_percentage_per_
cm, we get more objective results regarding the effect of 
each material on the WiFi signal strength. Compared to the 
change_percentage results, as shown in figure 2, we get the 
results that plastic reduces WiFi signal strength the most, and 
hollow plywood wall is the material that has a minor effect 
on WiFi signal strength when they have the same thickness. 
At a glance, this result can be considered as the final result 
of this research. Unfortunately, these results cannot be 
directly applied in real-life conditions, where the standard 
thickness of each material in the building is different. It is 
rare to find plastic with a thickness of 1 cm, and it is almost 
impossible to produce usable concrete with a thickness of 
1 cm. Therefore, the authors still cannot conclude from 
the results of this study to answer the question of which 
building materials reduce the strength of the WiFi signal the 
most and vice versa. However, the results of this study can 
still be used as a reference to determine which material is 
the most suitable for buildings, namely by multiplying the 
rate of decline by the thickness of the material to be used.

IV. CONCLUSION

Different building materials will affect different 
WiFi signal strength. Based on our research on six different 
materials, we found that plastic is the material that reduces 
WiFi signal strength the most when used as a barrier. On 
the other hand, a hollow plywood wall is the material that 
reduces the WiFi signal strength by the least when used 
as a barrier. Between them, wooden plank, wooden door, 
and concrete floor, ranks second, third, fourth, and fifth 
consecutively regarding how significant their influence on 
reducing WiFi signal strength is. 

There is no conclusion that we can draw regarding 
the best building materials to increase WiFi signal strength 
considering the thickness standards of each material are 
different when used as building materials, while the results 
of this study only show data on materials of the same 
thickness.

Further research can be carried out in the future with 
building materials of the same thickness to obtain more 
accurate results in determining which material can best 
maintain WiFi signal strength. Future researchers can also: 
(1) try more diverse materials such as various metals or 
materials commonly used to make home furnishings; (2) try 
to compare the change in WiFi signal strength to a material 
when it is not powered compared to when it is powered by 
electric current.
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